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	Linux Command Reference  v1.3
	By: Matthew Melucci


There is no real order to this.  Everything is case-sensitive as well so if there is a lower case or capital letter you must enter it exactly as I did.  This is not a list of every command for Linux.  These are only the ones I think will be useful to people using Linux for the first time.  I will provide further comment on some of these functions (the ones with footnotes) towards the end of the document.  In the examples where I use [.ext] I only mean that it is the file extension.  It could be anything (e.g.    [.exe], [.txt], [.out], [.jpg], [.cpp], [.gif], etc…).
	Function
	Syntax
	Example

	
	
	

	Display Manual For Command
	man <command>
	man whoami

	Active User
	whoami
	whoami

	Change File Permissions1
	chmod <permissions>
	chmod 755 myfile.ext

	Change Password
	passwd <username>
	passwd smith

	User Information
	finger <username>
	finger smith

	Change User
	su <username>
	su smith

	Clear Screen
	clear
	clear

	Copy Files
	cp <filename> <destination>
	cp myfile.ext  /mydirectory

	Create Empty File
	touch <filename>
	touch mynewfile.ext

	Create an Alias For Command
	alias <name> = ‘<command>’
	alias myname = ‘whoami’

	Delete an Alias
	unalias <aliasname>
	unalias myname

	Compress .gz File
	gzip -c <filename> > <filename>.gz
	gzip -c myfile.ext > myfile.ext.gz

	Uncompress .gz File
	gzip -d <filename>.gz
	gzip -d myfile.ext.gz

	Print Command
	lpr –Pnetlaser -h <filename>
	lpr –Pnetlaser -h myfile.ext

	Date/Time
	date
	date

	Decompress .tar File
	tar -xvf <filename>
	tar -xvf mytar.ext

	Delete a Directory
	rm -r <dirname>
	rm -r /mydirectory

	Delete File
	rm <filename>
	rm myfile.ext

	Determine File Type
	file <filename>
	file myfile.ext

	Find Files (from your root directory only)
	find / -name <filename>
	find / -name myfile.ext

	Identify a Program
	whatis <programname>
	whatis myprogram

	Show System Processes
	ps -aux
	ps -aux

	Kill Process (use with caution)
	kill -9 <PID> (use ps -aux to find PID)
	kill -9 111

	List Files in Directory
	ls
	ls

	List Files and Hidden Files in Directory
	ls -a
	ls -a

	List Files and Show Permissions
	ls -l
	ls -l

	Create a Directory
	mkdir <directoryname>
	mkdir /mydirectory

	List Mounted Devices
	mount
	mount

	Mount a Device (Example for floppy disc)2
	mount /dev/<devicename> <directory>
	mount /dev/fd01440 /tmpm

	Unmount a Device
	umount <directory>
	umount /tmpm

	Show Current Directory
	pwd
	pwd

	Rename a File
	mv <source> <destination>
	mv myfile.ext  /mydirecotry/mynewfile.ext

	Reboot Computer
	shutdown -r now
	shutdown -r now

	Shutdown Computer
	shutdown -h now
	shutdown -h now

	Talk to Other Users
	talk <username>
	talk smith


1. Understanding file permissions can be tricky to a first time user.  Permissions tell you what you and other people can do to your directories and files.  The numbers that you use to change the permissions represent 3 separate things: Read/Write/Execute.  Each one of these has 3 things associated with it: User/Group/Everyone Else.  Depending on the permissions set, it will tell the computer if you, the user, can Read/Write/Execute your files and directories, if people in your group can Read/Write/Execute your files and directories and if anyone else with an account can Read/Write/Execute your files and directories.  Each one of the 3 numbers (e.g.   chmod 755) represents the permissions on that file or directory.  Therefore, 7 represents you, the user.  The first 5 is for users in the group that you are in and the second 5 is for everyone else that has an account.  Now, in order to understand how this works, you must understand binary or at least understand the binary representation for the numbers 0 – 7.  If you’re already familiar with binary, which I will not explain here, then you know that the binary equivalent for 7 is 111.  The binary equivalent for 5 is 101.  A 1 represents a yes and a 0 represents a no in this case.  So for the permissions 755 we have 111/101/101 which says that for 7, which represents you the user, you can Read/Write/Execute your own files and directories.  It also tells us for the first 5, which represents other users in your group, that they can Read/Execute your files but not Write.  For the second 5, which represents all other users with accounts, they can Read/Execute your files but not modify or change them (a.k.a. Write) just like the first 5.  By learning the binary equivalents of each number 0 – 7, you can set different permissions (e.g.    chmod 630) on your files and directories.  You can set different permissions for each file and directory or you can simply add a -R onto your command to recursively set the same permissions through the entire directory (e.g.    chmod -R 755 /mydirectory).  The options are limitless.
2. Mounting devices are quite simple.  Since you will often mount a floppy disc, I used that as an example.  Please note that I mounted the floppy disc to /tmpm.  If you plan on using that directory, you must first create it.  If the directory does not exist the command won’t work. The directory /tmpm is just an arbitrary name that stands for temporary mount.  I simply made it up, nothing tricky at all.
          As a final comment, there are lots of extra options that can be added to certain commands (e.g.   -aux).  For the list files command (ls), you can add -a for showing hidden files and directories or add a -l to show file permissions.  Amazing as it may seem, you can even use both at the same time, but keep in mind you only need one dash (e.g.    ls -al).  For the delete directory command, (rm) you add -r so it will recursively delete every directory and file within the directory you are deleting.  You can also use more than one of these options at a time.  Remember that these are all case-sensitive so using a -r and using a -R may not be the same thing in some cases.  These options vary for each command and there are too many for me to even attempt to list in this small reference file for beginners.  If you’re interested in learning all the Linux commands and options, then I would advise you to visit the Linux website (www.linux.org) and look through its documentation.  If you’re interested in learning more about certain commands, don’t forget to use the man command to bring up a manual on the command, which will also list all the options available with that specific command and what it can do.
